
STATE OF WISCONSIN

DEPARTMENT OF TRANSPORTATION

DIVISION OF MOTOR VEHICLES

ELECTRONIC DMV RECORDS SERVICE DATA ACCESS AGREEMENT

I. PARTIES

The parties tothis agreement are CITY OF LA CROSSE >
(hereinafter referred to as the Recipient) and the Wisconsin Department ofTransportation,
Division of Motor Vehicles (hereinafter referred to as the DMV). The parties may modify this
agreement at any time by mutual written agreement.

II. AGREEMENT

The purpose of this agreement is to allow the Recipient access to the Electronic DMV Records
Service to obtain specific data outlined in the attached Special Conditions. The DMV is the
agency of the State of Wisconsin charged with the responsibility for administering the provisions
ofChapters 341 and 343, Wis. Stats, and the Driver's Privacy Protection section of the Violent
Crime Control and Law Enforcement Act of 1994 (DPPA), 18 USC 2721-2725, regarding the
access to Wisconsin driver license, identification cards, vehicle title and registration records.

m. STATEMENT OF INTENDED USE

The Recipient intends to use the Electronic DMV Records Service to the extent permitted under
state law and the Driver's Privacy Protection section of the Violent Crime Control and Law
Enforcement Act of 1994 (DPPA), 18 USC 2721-2725. Specific "Statement of Intended Use"
shall be defined in any attached Special Conditions and a statement signed by the Recipient.

IV. AGREEMENT COORDINATORS

The DMV designates the Agreement Coordinator in the attached Special Conditions who will
act as the communications contact between the DMV and the Recipient regarding data access
through the Electronic DMV Records Service and to coordinate and administer this agreement.
The DMV may assign other staff, or an approved third party designee, to these roles and duties
at any time. The DMV's Agreement Coordinator will coordinate data access authorization with
the DMV's management. The DMV, or its approved third party designee, shall define type and
frequency of the Recipient reports.

The Recipient has designated as Agreement Coordinator
who will have overall responsibility for data safeguarding. The Recipient Agreement
Coordinator will coordinate and administer the request for data and information in accordance
with this agreement, investigate all questionable or unauthorized use of the data and provide
reports to the DMV's Agreement Coordinator. The Recipient's Agreement Coordinator shall
provide to the DMV, or an approved third party designee, security guidelines that include, but
are not limited to, addition and deletion of users, regulating logon and passwords, accomplishing
site security, and dealing with misuse of data.

V. DATA CONFIDENTIALITY AND USE

It is understood that the Recipient will only access the data for business related purposes as
defined in the agreement and authorized by state and federal law. The Recipient agrees to
comply with all state and federal laws and regulations regarding use of any data. The Recipient
agrees to indemnify the DMV, and any approved third party designees, against any intentional
or unintentional actions on the part ofthe Recipient or its employees regarding use of the data.
Any data that is a name, social security number, telephone number, street address, post-office






















